
Salesforce 
Multi-Factor 
Authentication

Beginning Tuesday, February 1st you will 
be required to set up Multi-Factor 
Authentication to log into Salesforce.

Once the requirement is active on your 
profile, you will see this prompt after 
entering your username and password.

You may either:

Download and 
connect the 
Salesforce 
Authenticator App, 
or

Use an Authenticator
already installed on
your device



Using the Salesforce 
Authenticator

Using your existing 
Authenticator

• Download the app
• Open it and tap your account
• Type the phrase you see there 

in the text box and Connect

• Select Choose Another Verification 
Method

• Open your app & select “Add 
Account”

• Scan the QR code
• Tap your new account in the app
• Enter the verification code you see 

there into the text box and Connect



Can’t see or scan the QR Code?

• Open your Authentication app & select 
“Add Account”

• Select “Add a code manually”

• Enter the Key shown into your app

• Enter the verification code from your 
app into the text box and Connect



FAQ’s

Q: Can I use the same app as I use to log into Office?

A: Yes, review the instructions for using an existing Authentication App

Q: Can I authenticate by phone call or text?

A: Not for Salesforce, sorry

Q: I use OneLogin, do I need to set up MFA?

A: Not at this time; this is for users logging directly into Salesforce


